	YEAR GROUP: UKS2 Yr5/YrA

TERM: Autumn 2


LESSON: 5

	THEME: Out and About

	LINKS TO PREVIOUS LEARNING
Week 4: To know about racism and discrimination.

	LEARNING OBJECTIVE (WALT)
I know about e-safety and cyber bullying.

	LEARNING OUTCOMES (WILF)
I know
the main ways to stay safe when using technology.
I can use the internet safely and apply the safety rules accordingly.
I have thought about why e safety is important and the risks associated with cyber-bullying.

	KEY VOCABULARY
E-safety, bullying, cyberbullying, victim, bystander, bully.

	RESOURCES/SUPPORT
· www.childnet.com/kia 

· cyberbullying scenarios adapted from the website resources

	TEACHING/LEARNING ACTIVITIES
Introduction

Begin with a discussion on bullying asking…

What is it?




What forms can it take?

What should you do?

Lead the discussion to focus on cyberbullying asking…

What does that mean?  


Who uses the internet at home?

What is your favourite online activity?
Who uses the internet for chatting?





  

Does anyone use social networking sites like facebook, you tube, MySpace, Bebo etc.,

Who has a camera phone?

Talk partners and feed back a definition of cyberbullying.  Record.  What is e-safety?  Discuss.

	MAIN TEACHING AND LEARNING
Warm up: Cross The Circle 

Everyone is numbered around the circle as 1, 2, 3.  When you call their number, everyone must cross the circle in role as…

a ballerina



a panther

a moonwalker


someone who’s stuck in the mud
a fashion model
whatever you can think of.
Activity 1  

Use www.childnet.com/kia and navigate to the primary school section, then Captain Kara and Winston’s SMART Adventure (a series of 5 animated and real life videos linked to e-safety, you could watch these separately in 5 smaller sessions across the week or watch them all in one session).  Watch each video section and discuss.  What do we learn about cyberbullying and e-safety from the videos – record them.

The Adventures of Captain Kara is covered in greater depth in the Year 3 lessons plans for Summer Term 2 ‘Ready Steady Go’.

Activity 2 

Provide pairs or small groups of children with the following scenarios (adapted from the SMART resources).  

· Sally in year 4 tells you about her internet buddy Daisy.  Sally has never met Daisy in the real world, they just chat on the internet.  Daisy has asked Sally if she would like to chat on webcam the next time they speak.  What would your advice be to your friend?

· The whole class were allowed to take cameras on a school visit to a local castle. Plenty of fun photos were taken.  Last night you were looking at your friend’s website. He has uploaded lots of photos from the visit.  There are many photos of you and your friends in school uniform and your full names have been added to the site.  What should you do next? 

· Your friend has been talking to someone they met online for about a year.  Your friend is planning to meet up with them at the skate park not far from where you live. Should your friend go and meet them?  What advice would you give your friend? Remember your friend has been in contact with the online buddy for over a year. Does this mean that the online buddy is trustworthy?

· One of your friend’s contacts on their Instant Messenger account tries to send you a picture.  You have never met this person before.  They have told you the file is a picture of the friend that you both know.  What do you do?  Could opening this file be risky?
· You have been talking to Emma, your online friend for a few weeks now.  She sounds really cool.  She lives in New York. She has 3 dogs, a swimming pool and 6 horses. What do you think about this information?  Is it easy to trust people when you are online?

· You are searching for some information on your homework and click on a website that turns out to have some really nasty images on it.  You didn’t mean to open up this page and it makes you feel upset.  What do you do?  What can you put on your computer to help?

· You have been getting some text messages from an unknown number.  At first they were ok, telling jokes and saying that they liked you but you just ignored them.  Lately however, they have become pretty mean saying that they hope bad things will happen to you.  You start getting one every couple of hours.  What do you do?  What should you not do?
Allow time for groups to feed back and discuss.
DIFFERENTIATION
Create an e-safety /cyberbullying poster.

	PLENARY
Identify the main ways to stay safe when using technology.

	KEY QUESTIONS
1. What is cyberbullying and e-safety?

2. How do we stay safe on the web?

3. What should you do if you feel you are being bullied in this way?

	ASSESSMENT FOR LEARNING
Make an individual mind map about cyberbullying.

	CROSS CURRICULAR LINKS

Core skills

Writing opportunities

Speaking and Listening opportunities

Use of ICT

Mathematical skills

	HOME LEARNING ACTIVITY

Discuss with your family what you have learnt about e-safety and cyberbullying.

	EVALUATION
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